INFORMATION ON THE PROCESSING OF PERSONAL DATA IN CONNECTION WITH THE FIGHT AGAINST THE SARS-COV-2 PANDEMIC

As required by art. 13 of the General Data Protection Regulation (GDPR), we are informing you about the processing of your personal data by Heidelberg University in the context of the measures against the SARS-CoV-2 (coronavirus) pandemic and in accordance with the amended ordinance of the state government (Corona Ordinance) of 23 June 2020.

The collection and subsequent processing of your personal data is necessary to combat the coronavirus pandemic, particularly because it permits effective contact tracing by local public health offices in an effort to disrupt chains of infection and because it helps doctors and hospitals maintain the required capacities.

Your right to object according to art. 21 par. 1 GDPR
You have the right to object at any time, on grounds relating to your particular situation, to processing of your personal data that is based on art. 6 par. 1 cl. 1(e) GDPR (processing of data in the public interest).

Your data protection rights
- Right to obtain information about whether or not data concerning you are being processed (art. 15 GDPR, § 9 State Data Protection Act)
- Rectification of your data (art. 16 GDPR)
- Erasure of your data (art. 17 GDPR, § 10 State Data Protection Act) unless the university is legally obliged to store the data
- Right to data portability (art. 20 GDPR)
- Right to lodge a complaint with the responsible supervisory authority for data protection (Commissioner for Data Protection and Freedom of Information for the State of Baden-Württemberg)

INFORMATION

1. Controller
   acc. to art. 4 no. 7 GDPR
   Heidelberg University, represented by the Rector, Grabengasse 1, 69117 Heidelberg
   rektor@rektorat.uni-heidelberg.de

2. Data Protection Officer
   Contact information
   Datenschutzbeauftragter, Seminarstr. 2, 69117 Heidelberg
   datenschutz@uni-heidelberg.de

3. Purposes of processing
   – Occupational health and safety
   – Tracing paths of infection and minimising the risk of infections
   – Fulfilling the university’s obligations to provide supporting documents

4. Legal basis
   Art. 6 par. 1 subpar. 1(c), par. 3 GDPR i.c.w. § 32 Infection Protection Act i.c.w. §§ 14, 10 i.c.w. §§ 6, 7 Corona Ordinance

5. Data
   Categories of personal data processed by the university
   – First and last name, address, date and time of attendance and – if available – telephone number or email address (§ 6 Corona Ordinance)
   – No contact with a person infected with coronavirus within the last 14 days and no sign of typical symptoms of a coronavirus infection (§ 7 Corona Ordinance)

6. Recipients
to whom the data required for the respective purpose are disclosed
   – Internal recipients: the person at the university in charge of the respective event
   – External recipients: the local public health office

7. Transmission to third countries particularly non-EU countries
   No data transmission to third countries

8. Storage times
   4 weeks

9. Data sources
   in cases where the data were not collected from you
   Personal data concerning you are not collected from third parties

10. Your data protection rights
    – Right to obtain information about whether or not data concerning you are being processed (art. 15 GDPR, § 9 State Data Protection Act)
    – Rectification of your data (art. 16 GDPR)
    – Erasure of your data (art. 17 GDPR, § 10 State Data Protection Act) unless the university is legally obliged to store the data
    – Right to data portability (art. 20 GDPR)
    – Right to lodge a complaint with the responsible supervisory authority for data protection (Commissioner for Data Protection and Freedom of Information for the State of Baden-Württemberg)